Trust ASP.NET Core SSL Certificate X

This project is configured to use SSL. To avoid SSL warnings in the browser you
can choose to trust the self-signed certificate that ASP.NET Core has generated.

Would you like to trust the ASP.NET Core SSL certificate?

["] Don't ask me again

| |

Security Warning

You are about to install a certificate from a certification
! . authority (CA) claiming to represent:

localhost

Windows cannot validate that the certificate is actually from
“localhost”, You should confirm its origin by contacting
“localhost”. The following number will assist you in this
process:

Thumbprint (shal): 4E96C159 85651C3F 3F187F6D 9E3B73D5
11EB35A9

Warning:

If you install this root certificate, Windows will automatically
trust any certificate issued by this CA. Installing a certificate
with an unconfirmed thumbprint is a security risk. If you click
“Yes” you acknowledge this risk.

Do you want to install this certificate?

OR

TERMINAL 1: powershell

PS D:\s3\e5\WeatherAPI> dotnet run
EPE%: Microsoft.AspNetCore.Server.Kestrel[@]
Unable to ctart Kestrel.
System.InvalidOperationException: Jnable to configure HTTPS endpoint. No server certificate wos specified, and the default dev
cloper certificate could not ke found or is out of date.
To generate a developer certificate run 'dotnet dev-certs https'. To trust the certificate (Windows ard macOS only) run 'dotne
t dev-certs https --trust'.
For e information on confi

TERMINAL 1: powershell

PS D:\s3\eS5\WeatherAPI> dotnet dev-certs https

dotnet dev-certs https --trust




